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horizon
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Approximately one year after the Centers for Medicare & Medicaid Services (CMS) modified telemedicine
requirements to expand telehealth access during the COVID-19 public health emergency (PHE), recent
Department of Health & Human Services (HHS) Office of Inspector General (OIG) statements and Department of
Justice (DOJ) enforcement actions indicate that government scrutiny of telemedicine compliance is on the rise.
These actions likely represent the tip of the iceberg of an ensuing wave of telehealth-focused audits and
enforcement actions.

OIG focus on telehealth fraud
OIG has telegraphed its intent to focus on telehealth-related fraud. Notably, the OIG added Medicare Part B

telehealth services audits to its Compliance Work Plan for January–March of 2021.[1] Moreover, on February 26,
OIG’s Principal Deputy Inspector General Christi Grimm commented in an open letter that while “OIG recognizes
the promise that telehealth and other digital health technologies have for improving care coordination and
health outcomes,” it is critical to ensure “that new policies and technologies with potential to improve care and

enhance convenience achieve these goals and are not compromised by fraud, abuse, or misuse.”[2] To that end,
Grimm stated that “OIG is conducting significant oversight work assessing telehealth services during the public
health emergency,” which she anticipates will be published later this year, and “will continue to vigilantly
pursue…‘telefraud’ schemes and monitor the evolution of scams that may relate to telehealth.”

Earlier this year, DOJ announced actions pertaining to two massive telehealth-related fraud schemes. In a news
release issued February 4, DOJ described a telehealth fraud scheme involving dozens of durable medical
equipment (DME) supply companies that submitted more than $400 million in illegal DME claims to Medicare

and the Department of Veterans Affairs.[3] The defendants involved in the scheme bribed physicians to approve a
high volume of telehealth claims when the physicians had no telehealth interaction with the beneficiaries. DOJ
announced charges against 86 individuals involved in a similar fraud scheme involving telemedicine in a
September 2020 news release, which it described as the “largest health care fraud and opioid enforcement action

in Department of Justice history.”[4] The defendant’s telemedicine executives paid physicians to order
unnecessary DME, genetic and diagnostic testing, and pain medications, causing an alleged $4.5 billion in false
claims submitted to federal healthcare programs and private insurers by 86 criminal defendants in 19 judicial
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districts. While these cases involve allegations of expansive and egregious fraud schemes, they represent low-
hanging fruit and subsequent enforcement actions—both those initiated by the government as well as qui tam
suits brought by whistleblowers under the False Claims Act—will likely target less apparent violations such as
billing for missed appointments or submitting claims for sessions that are not as long or as complex as billed for.

Telefraud vs. noncompliance with Medicare telemedicine requirements
These recent actions by the OIG and DOJ, particularly the way they are categorized, have come under scrutiny by
industry stakeholders who claim that the agencies’ focus on telehealth fraud is not telehealth at all. The Alliance
for Connected Care, an industry association representing telemedicine providers, has voiced concerns about the
OIG’s failure to distinguish blatant “telefraud” schemes, which focus on DME, compounding pharmacy, opioids,
diagnostic tests, and other areas, from instances of inappropriate telehealth billing resulting from Medicare’s
temporary expansion of reimbursement of telehealth during the PHE, which is more likely to be representative of

valid concerns about telehealth fraud.[5] The Alliance for Connected Care also rejected the notion that recent
enforcement actions targeted instances of telehealth fraud. It stated the indicted actors did not, in essence,
furnish care via telemedicine. While there appears to be a distinction between telefraud and noncompliance with
Medicare telemedicine requirements, the OIG has not yet clarified its view whether such a categorical distinction
exists. Regardless, it will be up to prosecutors and investigators evaluating allegations of telehealth-related
misconduct, and ultimately judges and juries, to determine whether telehealth billing errors were the results of
confusion and good faith efforts (and therefore not actionable under the False Claims Act or criminal laws) or
reckless indifference, deliberate ignorance, or willful misconduct.

Post-pandemic reimbursement of telehealth
The concern that telehealth services are uniquely susceptible to fraud has been increasingly cited in expanding
post-pandemic telehealth reimbursement discussions. The Medicare Payment Advisory Commission (MedPAC),
a congressionally appointed advisory committee that makes recommendations to Congress, issued a March 15

report to Congress about permanently expanding post-pandemic telehealth reimbursement.[6] MedPAC
expressed apprehension that expanding reimbursement for telehealth services after the pandemic “raises
program integrity concerns.” MedPAC claimed that “telehealth technology might make it easier to carry out
fraud on a large scale because clinicians employed by fraudulent telehealth companies can interact with many
beneficiaries from many parts of the country in a short amount of time.” Also, MedPAC expressed concern that
“if telehealth is expanded and beneficiaries become more comfortable receiving care through telehealth, they
might become more vulnerable to being exploited by companies that pretend to be legitimate telehealth
providers.”

To limit the risks for telehealth fraud, MedPAC recommended that Congress implement the following safeguards
if Congress decides to expand Medicare post-pandemic telehealth reimbursement permanently.

Apply “additional scrutiny to outlier clinicians who bill many more telehealth services per beneficiary than
other clinicians.”

Require clinicians to provide an in-person, face-to-face visit with a beneficiary before ordering expensive
DME or expensive clinical laboratory tests.

Prohibit “‘incident to’ billing for telehealth services provided by any clinician who can bill Medicare
directly.”
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